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Abstract—The existing wireless cellular networks can provide
machine-to-machine (M2M) service to machine-type communi-
cation (MTC) devices deployed in large coverage areas. How-
ever, the current Long Term Evolution (LTE) cellular networks
designed for human users may not be able to handle a large
number of bursty random access requests from MTC devices.
In this paper, we propose to jointly use access class barring
(ACB) and timing advance (TA) command to reduce the random
access overload. In our proposed scheme, the expected number
of MTC devices served in one random access slot is determined
by the coverage of the base station, total number of devices
to be served, the number of preambles, and ACB parameter.
By choosing the optimal ACB parameter, we can maximize the
number of MTC devices being served in each random access
slot. The total number of random access slots required by an
LTE base station to serve all MTC devices can be minimized.
Simulation results show that in typical LTE cellular networks,
our proposed scheme can reduce at least a half of the total slots
required by the base station to serve all MTC devices.

I. INTRODUCTION

Machine-to-machine (M2M) communication system in-
volves a large number of machine-type communication (MTC)
devices, which can communicate with the remote server or
other MTC devices in a peer-to-peer manner. M2M is leading
us to the Internet of Things. Its applications include smart
metering, remote security sensing, health care monitoring,
remote control, and fleet tracking. It is expected that 24 to 50
billion MTC devices will be deployed in the next decade [1].

Since the potential M2M applications usually require seam-
less coverage over a large area, one approach to provide M2M
services is via the existing cellular networks. Meanwhile,
the 3rd Generation Partnership Project (3GPP) Long Term
Evolution (LTE) cellular networks can allow MTC devices
to connect to remote servers or devices in other network do-
mains [2]. However, the LTE systems, which are designed for
human-to-human (H2H) communications, may not be optimal
to carry M2M traffic. M2M communications differ from H2H
communications in several aspects [2]. The size of the data
produced or consumed by an MTC device is much smaller than
that in H2H traffic. Bursty random access requests from MTC
devices may be sent to the base station or the evolved node
B (eNB) when neighbouring MTC devices used for sensing
detect an event together. The number of MTC devices can be
larger than the number of human users. The channel resource
contention, which seldom happens in H2H communications,
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Fig. 1. Random access process in LTE systems.

will occur in M2M context. This kind of channel resource
contention is called random access overload [3].

We now describe how the random access overload can
impact the LTE networks. Fig. 1 shows the first three steps for
random access in LTE systems. These steps are the same for
both user equipment (UE) and MTC device. Random access
is available to UE periodically via random access slots. At
the beginning of a random access slot, a UE selects a random
access preamble and sends it to the eNB. The eNB sends a
random access response (RAR) to acknowledge the request.
The RAR contains (a) a number to identify the current random
access slot, (b) the index of the preamble selected by the
UE being acknowledged, (c) the timing advance command
TA [4][5], and (d) the resource allocation information. The
information in (a) and (b) is used to address an RAR to
its target UE. The information in (c) and (d) is used to
synchronize the UE to eNB and help the UE to schedule its
L2/L3 message in Step 3. Some UEs may send an identical
preamble via the same random access slot, and they will
receive the same RAR. When this happens, not only the target
UE but also other UEs will send their L2/L3 messages over
the same wireless channel. This may cause collisions at the
eNB. Compared to H2H, the probability of collisions increases
in the M2M random access overload scenario. Thus, random
access overload may reduce the performance of LTE systems.

Different schemes have been proposed to address the ran-
dom access overload in LTE networks. MTC devices can
be grouped with some MTC gateway devices [6][7]. Each
gateway device can aggregate several short packets, and then
send them together in an energy-efficient manner [8]. The
work in [9] proposed the massive access management to sat-
isfy the quality of service requirements. Access class barring
(ACB) is proposed in [10] by tuning an ACB parameter b
(0 ≤ b ≤ 1). When an MTC device wants to connect to



the eNB, it generates a random number over [0, 1] uniformly
and joins the random access contention only if the generated
value is less than b. The work in [11] proposes to control
the ACB parameters on multiple eNBs to serve MTC devices
efficiently. A random access protocol for stationary MTC
devices is proposed in [12]. The TA in an RAR represents
the propagation delay from its receiver to the eNB. Thus,
for a given stationary MTC device, the TA does not change
over time. When an MTC device receives an RAR message,
it compares the TA in the RAR to the TA that it obtained
in previous random access slots. It sends the L2/L3 message
only if the two TA are the same. However, TA is quantized
and takes only the index values as multiples of 16Ts, where
Ts is the basic time unit in LTE systems [5], so the TA may
be same for two MTC devices if the difference between their
propagation delays is less than 16Ts = 0.52 µs. Thus, simply
comparing the values of TA will have less effect in reducing
the random access overload when the density of MTC devices
increases.

In this paper, we propose to use both ACB and TA to reduce
random access overload for stationary MTC devices in LTE
networks. In our problem formulation, we aim to maximize the
expected number of MTC devices being served in each random
access slot. We show that, for an LTE base station with a
given coverage radius, when we have the total number of MTC
devices and the number of preambles, the expected number of
devices served in a slot can be presented as a non-closed-form
function of the ACB parameter. Given the complexity of the
problem, we use a numerical approach to obtain the solutions.
Our analytical results are validated via simulations. Results
also show that compared to the schemes using either ACB
or TA only, the proposed scheme can save at least 50% of
total random access slots required to serve all MTC devices
in typical LTE systems.

The rest of the paper is organized as follows. In Section II,
we introduce our system model, formulate the problem, and
also present the numerical solution. Simulation results are
presented in Section III. Conclusion is given in Section IV.

II. SYSTEM MODEL AND PROBLEM FORMULATION

We consider the system where the MTC devices connect
to an eNB in the LTE networks. The radius of the coverage
of the eNB is R. N stationary MTC devices requiring access
are uniformly distributed within the cell. We assume these
MTC devices had received the timing advance command TA

[4] in their previous communications with eNB. After sending
a preamble in a random access slot, an MTC device sends its
L2/L3 message only if the same TA is received in an RAR.
Since TA is quantized, we assume that two MTC devices have
the same TA if the difference of their distance to eNB is
smaller than d.

Consider three MTC devices n1, n2, and n3 in Fig. 2 as an
example. Assume that n1, n2, and n3 receive the same RAR
whose target device is n1. Since the difference between n1

and n3 to eNB is greater than d, n3 will not send its L2/L3
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d
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R

Fig. 2. Coverage area of a base station (eNB) and three MTC devices n1,
n2, and n3. n1 and n3 cached different values of TA since the difference
from n1 and n3 to eNB is greater than d. Thus, even if n3 receives n1’s
RAR, it will not cause collision with n1.

message. However, n1 and n2 will send their L2/L3 messages
simultaneously and will cause collision.

The MTC devices are uniformly distributed, so the prob-
ability density function that a particular MTC device has a
distance r to the eNB is given by 2r/R2, for 0 < r < R.
Consider an MTC device u which has distance r from the
eNB, the probability that another specific MTC device has the
same TA as u is given by

p (r) =
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For MTC device u, we denote Iu = 1 as the event that u
passes ACB, and Iu = 0 otherwise. If the ACB parameter in
the current random access slot is b, we have the probability
P (Iu = 1) = b. Let Yu denote the random variable which
represents the number of additional MTC devices that also
pass the ACB. Yu follows a binomial distribution B(N−1, b).
We use Ru = r to represent the event that u has distance
r from the eNB. The conditional probability that there are i
additional MTC devices which pass the ACB and contend the
access of eNB with u is given by

P (Yu = i, Iu = 1 | Ru = r)

= P (Yu = i, Iu = 1)

=

(
N − 1

i

)
(1− b)

N−1−i
bi+1, i = 0, 1, . . . , N − 1.

(2)

Note that the random variables Iu and Yu are both independent
of u’s position. Consider there are m preambles in total. Let
Ju = j denote the event that MTC device u selects preamble
j from m preambles in a uniform manner. We denote random
variable Lu to represent the number of other MTC devices
that pass the ACB and choose the preamble j as well. We
have

P (Lu = k, Ju = j | Yu = i, Iu = 1, Ru = r)

=
1

m

(
i

k

)(
1

m

)k (
1− 1

m

)i−k

,
k = 0, 1, . . . , i,

j = 1, 2, . . . ,m.

(3)

Given Lu = k, Ju = j, Yu = i, Iu = 1, and Ru = r,
MTC device u succeeds in random access if the following two



conditions are satisfied: a) u is chosen as the target device of
the RAR from all k + 1 devices that selected the preamble
j, and b) none of other k devices has the same TA as u.
Therefore, if we denote Su = 1 as the event that MTC device
u succeeds in random access, the conditional probability of
Su = 1 is given by

P (Su = 1 | Lu = k, Ju = j, Yu = i, Iu = 1, Ru = r)

=
(1− p (r))

k

k + 1
.

(4)

From (3) and (4), we have

P (Su = 1, Lu = k, Ju = j | Yu = i, Iu = 1, Ru = r)

= P (Su = 1 | Lu = k, Ju = j, Yu = i, Iu = 1, Ru = r)

× P (Lu = k, Ju = j | Yu = i, Iu = 1, Ru = r)

=
1
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)(
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)k

.

(5)

Thus, for i = 0, 1, . . . , N − 1, and 0 < r < R, we obtain
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(6)

where φ (r) = 1−p(r)
m−1 , and we use

∑i
k=0
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k+1

(
i
k

)
=
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i+1 in the last step. From (2) and (6), we have
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Since N
(
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i

)
= (i+ 1)

(
N
i+1

)
, equation (7) becomes
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We further have
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and
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Equation (8) becomes

P (Su = 1, Iu = 1 | Ru = r)

=
m (1− b)

N

φ (r)N (m− 1)

×
((

1+
(1 + φ (r))b(m− 1)

(1− b)m

)N
−
(
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By substituting φ (r) = 1−p(r)
m−1 into (11), we obtain

P (Su = 1, Iu = 1 | Ru = r)

=
m

N(1−p (r))

((
1− b

m
p (r)

)N

−
(
1− b

m

)N
)
.

(12)

Since MTC device u at distance r which does not pass the
ACB will not succeed in the random access slot, we have
P (Su = 1, Iu = 0 | Ru = r) = 0. Thus, we have

P (Su = 1 |Ru = r)=
1∑

�=0

P (Su = 1, Iu = � |Ru = r)

= P (Su = 1, Iu = 1 |Ru = r) .

(13)

Note that all MTC devices are uniformly distributed in the
coverage area, so we have

P (Su = 1)

=
2m

R2N

∫ R

0

(
1− b

mp (r)
)N −

(
1− b

m

)N

1− p (r)
r dr.

(14)

That is, when the ACB parameter b is given for N devices
that are requiring access in the current random access slot,
equation (14) gives the probability that an arbitrary MTC
device succeeds in this random access slot with the coverage
radius R and preamble number m. Let random variable Z
denote the number of MTC devices that succeed in a random
access. We have Z ∼ B(N,P (Su = 1)). The expectation of
Z is given by

E [Z] =
2m

R2

∫ R

0

(
1− b

mp (r)
)N −

(
1− b

m

)N

1− p (r)
r dr. (15)

Note that equation (15) is for one random access slot. In bursty
requests scenario, eNB needs to serve multiple MTC devices
in a number of consecutive random access slots. To minimize
the total slots required to serve all MTC devices in LTE



systems, we need to find the optimal b that maximizes E [Z]
in each random access slot. After substituting the piecewise
function p (r) given in (1) into (15), (15) can be written as
the summation of the following three functions of b

ζ (b) = 2m

∫ d

0

(
1− (r+d)2b

mR2

)N

−
(
1− b

m

)N

R2 − (r + d)
2 r dr, (16)

ξ (b) = 2m

∫ R−d

d

(
1− 4dbr

mR2

)N −
(
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)N

R2 − 4dr
r dr, (17)

ψ (b) = 2m
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R−d

(
1−R2b−(r−d)2b

mR2

)N

−
(
1− b

m

)N

(r − d)
2 r dr. (18)

Therefore, the optimization problem can be formulated as

maximize
b

ζ (b) + ξ (b) + ψ (b)

subject to 0 ≤ b ≤ 1.
(19)

However, we cannot obtain any one of (16)-(18) in a closed-
form function of b. Thus, it is difficult to determine the
theoretical solution to the problem (19). To solve the problem,
we propose to find the optimal solution numerically instead.
The values of (16)-(18) for a given b can be evaluated by
the numerical integrals. From the analytical results shown in
Fig. 3, we observe that when b varies from 0 to 1, there
exists an optimal ACB parameter b� which maximizes the
expected number of MTC devices served in a random access
slot. This feature is quite similar to that of the throughput in
multichannel slotted Aloha [13]. The main reason lies in the
fact that the preambles are the limited resources in our model
and each preamble plays a similar role as a wireless channel
in the multichannel slotted Aloha protocol. Meanwhile, the
collision probability in the preamble contention can be reduced
by comparing the TA in RAR for stationary MTC devices.
Since numerical integrals can be used to evaluate the objective
function, the solution b� to problem (19) can be determined
numerically.

III. PERFORMANCE EVALUATION

In this section, we first validate the analytical results via
simulations, including the expected number of successful MTC
devices and the probability that an arbitrary MTC device
succeeds in a random access slot contention. We then show
that, by using the optimal ACB parameter determined in
Section II for each random access slot, the total number of
slots required in the proposed scheme can be reduced. We also
show that, comparing to the other schemes which used either
ACB or TA only, our proposed scheme that used both ACB
and TA requires the minimum number of random access slots
to serve all MTC devices in random access overload scenario.

A. Model Validation

To simulate the expectation of the number of MTC devices
served in a random access slot, we deploy different number
of MTC devices uniformly in the cellular service area with
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radius R = 1.5 km. Consider the effect of quantization, we
have d = 16Tsc/2 = 78 m [5], where Ts = 3.072 × 10−7 s
is the basic time unit [14], and c = 3 × 108 m/s is the
speed of light. In the simulation, we first consider the ACB
check on each MTC device with a parameter b, and then let
the MTC devices which passed the ACB check contend for
m = 64 preambles [14]. We check each preamble and increase
the count of successfully served MTC devices when one of
following two cases happens: 1) the preamble is selected
by exactly one MTC device; 2) the preamble is chosen by
many MTC devices, and for a target device selected randomly
within these devices, its TA value is different from others. We
run the simulation 5 × 103 times and determine the average
of successfully served MTC devices. Our simulation results
compared to the analytical results are presented in Fig. 3. With
similar parameters and approaches, we simulate the probability
that an arbitrary device succeeds in a random access slot.
The simulation results and the corresponding analytical results
are presented in Fig. 4. From Figs. 3-4, we can see that our
simulation results and analytical results closely match.

B. Effect of Optimal ACB parameters

For the scheme that applied both TA and ACB to relieve the
random access overload, we run simulations over consecutive
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Fig. 5. Performance optimality with optimal solutions. (N0 = 2000)

random access slots and count how many random access
slots are required to serve all MTC devices. Let N0 denote
the total number of MTC devices that need to be served at
the beginning of a simulation run. Every device within the
N0 initial backlog needs to be served exactly once in one
simulation. The MTC device that has not yet been served keeps
on checking ACB in each slot and trying to access the eNB
until it is successfully served. The optimal ACB parameter b�

determined in Section II is used in each random access slot of
our simulation. We would like to show that using the optimal
ACB parameters can obtain a better performance in reducing
the total number of random access slots than using other ACB
parameters.

To show the optimality, we introduce a parameter α and
let α vary from 0.52 to 1.48 with the step size 0.16. During
the simulations, we apply b = min {1,αb�} as the ACB
parameter used in each random access slot. Note that when
α = 1, we have b = b�. We run simulations 100 times,
and we count the total random access slots required to serve
all N0 initial backlog in each simulation run. The average
results with various coverage radius of eNB are presented in
Fig. 5 when N0 = 2000. We observe that using the optimal
ACB parameters b� for the proposed scheme obtains the best
performance in reducing the total number of random access
slots to serve all N0 MTC devices.

C. Performance Comparison

In this section, we compare the performance among the
following three schemes in term of total random access slots
required to serve all MTC devices: (a) the scheme with TA

only, (b) the scheme with ACB only, and (c) the proposed
scheme with both ACB and TA. We also present how the
parameters in LTE networks affect the performance of above
three schemes. We assume there are N0 MTC devices at the
beginning of a simulation, and each device within the initial
backlog N0 needs to be served exactly once. To simulate the
scheme which only used TA, we let all MTC devices contend
together in every slot by keeping b = 1. To obtain the best
performance of the scheme where only ACB is used, we refer
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Fig. 6. Total random access slots required versus the radius of coverage of
eNB R. (N0 = 800)

to the work in [15] and use its optimal ACB parameter m/N
in every slot. Unless stated otherwise, we choose m = 64.

We first compare the total random access slots required by
the schemes to handle the initial backlog with N0 = 800
devices in LTE networks. The average result of 200 simu-
lations is shown in Fig. 6. We find that the scheme that used
both TA and ACB consumes the least total slots to serve
all MTC devices. Both schemes that applied TA have better
performance when the eNB has a larger radius of coverage
because fewer MTC devices have the same TA in sparse
networks and collision probability decreases. We observe that
the total slots required by the scheme which only used ACB
is a constant. This is because without using TA, the maximum
number of MTC devices which can be served per slot is a
constant as long as the preamble number in the network is
given. So the total slots required by this scheme maintains
a constant for the same N0. This also explains why in a
dense network, using both TA and ACB obtains much better
performance than using TA only. We also notice that just
using TA in sparse networks may take fewer slots than only
using ACB. The reason is that the number of MTC devices
may be so small that the optimal ACB parameter becomes 1
and loses its functionality, but meanwhile, comparing TA still
works and reduces the collision probability. Last but not least,
the proposed scheme that used both TA and ACB requires
more slots when the cellular’s coverage becomes smaller, and
eventually, it needs the same number of random access slots
to serve all MTC devices as the scheme that used ACB only.
This phenomenon is caused by that when the N0 MTC devices
are located in a smaller coverage of eNB, the density of MTC
devices increases and more MTC devices have the same TA

value. Thus, the scheme that only used ACB is in fact a
special case of the proposed scheme when the radius of the
LTE network is small enough and all MTC devices share the
identical TA.

We then present how the number of initial MTC devices
backlog N0 affects the number of random access slots required
by the three schemes. With the radius of coverage of the eNB
R = 1 km, our simulation results are presented in Fig. 7. The
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linear relationship between total slots and N0 can be found in
the two schemes that used ACB. For the scheme which used
TA only, the required total slots increase faster than the other
two schemes. This is because when N0 is larger, more MTC
devices contend together with a higher collision probability
in the beginning of a simulation. Thus, rather than a linear
relation, this scheme requires even more slots to clear up all
requests. Our proposed scheme that used both TA and ACB
takes the least total slots in all scenarios, and it almost reduces
at least half of total number of slots required by other two
schemes.

We present the simulation results with different preambles
in Fig. 8 when R = 1 km and N0 = 2000. For all of the
three schemes being tested, the total number of slots required
grows exponentially when fewer preambles are available. In
particular, for the scheme that used TA only, the total number
of slots required is an order of magnitude higher than that
required by the other two schemes. From Fig. 8, we also
observe that the proposed scheme requires fewer total slots
to clear up all MTC devices’ requests, and the other schemes
will consume at least twice the random access slots to serve
all of them in all scenarios being tested.

IV. CONCLUSION

In this paper, we proposed to jointly apply the ACB and
compare the TA information in RARs to relieve the con-
tentions of random access overload in M2M communications.
We determined the probability that an arbitrary MTC device
succeeds in a random access slot in the proposed scheme.
We found that, with a given coverage radius of the LTE base
station, when the total number of devices and the number of
preambles are provided, there exists an optimal ACB param-
eter which maximizes the expected number of devices served
in the current random access slot. We obtained the optimal
ACB parameter by numerical approach. By simulations, we
showed that using the optimal ACB parameter we determined
for each random access slot provides a good performance in
reducing the total number of random access slots required to
serve all MTC devices. When we compared the performance of
the proposed scheme to the other two schemes that used either
TA or ACB only, we found that jointly using TA and ACB can
save at least 50% of the total random access slots required by
a typical LTE base station to serve all MTC devices.
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