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Abstract—Massive machine-type communications (mMTC) is
a major use case in the fifth generation (5G) wireless networks.
mMTC aims at supporting a large number of Internet of Things
(IoT) connections within a coverage area. The current random
access procedure in the Long Term Evolution (LTE) networks
may not be able to handle a large number of simultaneous
connection requests due to the limited number of random access
preambles. Hence, it is essential to modify the random access
procedure to support mMTC. In this paper, we propose a new
preamble sequence design in which two Zadoff-Chu preamble
sequences are aggregated together. This design enables us to
have a larger set of random access preambles consisting of all
combinations of pairing two Zadoff-Chu preamble sequences.
Moreover, we consider a subset of all combinations that satisfy
a certain maximum peak-to-average-power-ratio (PAPR) thresh-
old criterion to reduce the energy consumption of the IoT
devices. The proposed design requires only minor changes in
the conventional transmitter and receiver design for generating
and decoding the aggregated preamble sequences, respectively.
Results show that the proposed design reduces the probability of
preamble collision to less than 10−4, which is lower than LTE.
Furthermore, it outperforms other collision avoidance techniques
such as access class barring (ACB) in terms of a lower average
total service time. The modified receiver detects the aggregated
preambles successfully and avoids detecting false preambles. Both
the probabilities of misdetection and false alarm are less than
10−3 when the signal-to-noise ratio (SNR) is larger than −7 dB.

I. INTRODUCTION

Machine-type communications (MTC) is a technology that
enables a large number of devices to communicate with their
servers with minimal human intervention. MTC is the main
enabler of the Internet of Things (IoT) in the fifth generation
(5G) cellular technologies, such as Long Term Evolution –
Advanced (LTE-A) and New Radio. The number of connected
IoT devices is expected to reach 3.3 billion by 2021 [1].

Massive machine-type communications (mMTC) is a major
use case that will be supported by 5G cellular technologies [2].
mMTC aims to support a massive number of low-cost low-
power IoT devices to send small payloads of delay-tolerant
data. This use case includes applications such as smart homes,
smart cities, wearables, and environmental sensing. The main
requirements of mMTC are high connection density and low
energy consumption. The number of simultaneous connections
can be up to 1,000,000 connections per km2 [3]. In addition,
it is necessary to reduce the energy consumption and increase
the battery lifetime of IoT devices to 10− 15 years.

Enhancing the random access procedure of 5G networks is
a major challenge towards supporting mMTC [4]. The random
access procedure is performed by a device to establish a
connection with the base station before sending data packets.
In this procedure, an IoT device sends a randomly selected
preamble sequence. In LTE-A, there are 64 orthogonal pream-
bles generated from Zadoff-Chu sequences as specified in [5].
However, preamble collision can happen if multiple devices
select the same preamble within a single random access op-
portunity. With a massive number of concurrent random access
requests, there is a high probability of preamble collision due
to the limited number of preambles. Collisions cause devices to
backoff and retransmit preambles. Subsequently, devices have
to wait for a longer time to begin data transmission if multiple
retransmissions are required. Battery-powered IoT devices also
consume more energy due to these retransmissions. Hence, it
is desirable to modify the random access procedure so that 5G
networks can meet the requirements of mMTC.

To tackle the random access contention problem, multiple
solutions have been proposed. Access class barring (ACB)
reduces the random access contention by giving higher access
probability to high priority devices [6]. ACB requires devices
to have different priorities which may not be the case in
mMTC. In [7], a group of IoT devices are clustered based on
their locations and a single preamble is transmitted per cluster.
Clustering reduces preamble transmissions but it entails the
complexities of cluster formation and cluster head selection.
In [8], non-orthogonal random access (NORA) is proposed
to detect colliding preambles based on the differences in
time of arrival. In [9], grant-free transmission allows devices
to transmit their data directly which eliminates the random
access process. The potential limitation of NORA and grant-
free transmission is that they require complicated receivers to
decode the superimposed preambles and data from multiple
IoT devices, respectively.

The New Radio standard groups have proposed to perform
multiple transmissions of either the same preamble or different
preambles [10]. However, this option may result in a high
physical random access channel (PRACH) overhead. Another
option is to modify the preamble sequence design so that a
larger set of preambles is available [11]. Preambles generated
from Zadoff-Chu sequences are cyclic shifted versions of a
basic sequence referred to as the root sequence. Reducing
the cyclic shift value to generate more preambles may cause



ambiguities at the receiver in case of large differences in the
distances between the devices and the base station. Hence, a
smaller cyclic shift requires a smaller coverage area for the
base station, which makes it an inefficient solution.

In this paper, we propose to aggregate two preamble Zadoff-
Chu sequences to generate up to

(
64
2

)
= 2,016 instead of 64

preambles for every Zadoff-Chu root sequence. The proposed
design can reduce the average probability of preamble collision
which enables 5G technologies (e.g. LTE-A and New Radio)
to support mMTC use case. The new preamble sequences
are generated and decoded by applying minor changes to the
conventional LTE PRACH transmitter and receiver designs, re-
spectively. We also propose to select a subset of the aggregated
preambles with lower peak-to-average-power-ratio (PAPR) to
reduce the energy consumption of the IoT devices. The main
contributions of this paper are as follows:

• We propose a new preamble sequence design for mMTC
based on aggregating two different Zadoff-Chu sequence
preambles to increase the number of available random
access preambles.

• We reduce the energy consumption of the IoT devices by
selecting a subset of the aggregated preambles that satisfy
a PAPR threshold constraint.

• Simulation results show that the proposed design reduces
the probability of preamble collision to be less than 10−4,
which is lower than the conventional LTE PRACH. The
proposed design also reduces the average total service
time compared to ACB.

• Simulation results also show that the modified receiver
can detect the aggregated preambles and avoid detecting
false preambles. Both the probabilities of misdetection
and false alarm are less than 10−3 when the signal-to-
noise ratio (SNR) is larger than −7 dB.

The remainder of this paper is organized as follows. We
present an overview of the random access procedure in Section
II. The new preamble sequence design and its transmitter and
receiver structures are presented in Section III. We evaluate the
PAPR, the probability of preamble collision, the total service
time, and the probability of preamble detection at the receiver
in Section IV. Finally, Section V concludes the paper.

II. RANDOM ACCESS PROCEDURE IN LTE-A
In LTE-A, an IoT device establishes a connection with the

base station before sending data by using a four-way hand-
shake contention-based random access procedure as shown in
Fig. 1 [12]. The IoT device first sends a randomly selected
preamble during a random access opportunity (Step 1) and
waits for a random access response (RAR) message from
the base station (Step 2). Then, it sends a radio resource
connection (RRC) request based on the information received in
the RAR message (Step 3). Finally, the device waits for uplink
radio resources grant for data transmission from the base
station (Step 4). There are 64 orthogonal preambles generated
from the Zadoff-Chu sequences as specified in [5]. Due to
orthogonality, multiple preambles can be decoded by the base
station at the same time. A collision between preambles can
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Step 4: RRC Response
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Fig. 1. Contention-based random access procedure in LTE-A systems [12].

happen if multiple IoT devices select the same preamble
simultaneously, which is very probable in mMTC scenarios.

In LTE-A, orthogonal preamble sequences of length Nzc

are generated using Zadoff-Chu sequences for a given root
index l, where l ∈ L = {1, . . . , Nzc−1}, and cyclic shift Ncs

[5]. Each preamble has a unique index m, where m ∈ M =
{1, . . . ,M}. We denote the preamble with index m that is
generated using root index l ∈ L as slm. The first preamble sl1
is called the root sequence. The other preambles are generated
by cyclically shifting the root sequence by multiples of Ncs.
The number of orthogonal preambles per root M is given as

M = ⌊Nzc/Ncs⌋, (1)

where ⌊·⌋ denotes the floor function. When Nzc is equal to
839, which is used for LTE preamble formats 0−3 [5], and Ncs

is equal to 13, there are 64 preambles per root. Preambles can
take different formats that differ in the length of the preamble
sequence and the cyclic prefix. For channels with deep fading,
longer sequence lengths and cyclic prefixes (e.g., format 3) are
used to enhance reliability and combat fading.

III. NEW PREAMBLE SEQUENCE DESIGN

In this section, we first present a new preamble sequence
design. We then present the transmitter and receiver structures
that generate and decode the proposed preamble sequences,
respectively.

A. Preamble Aggregation

We propose to enlarge the set of preambles by adding two
preamble sequences sla, slb having the same length, Nzc, where
a, b ∈ M and a ̸= b, for a given root index l ∈ L. The
resulting preamble pair sequence qla,b is given by

qla,b[n] = αas
l
a[n] + αbs

l
b[n], ∀ l ∈ L, a, b ∈ M, a ̸= b,

0 ≤ n < Nzc, (2)

where n is the discrete time index, αa and αb denote the power
scaling coefficients of preambles sla and slb, respectively, such
that α2

a +α2
b = 1. Hence, the number of preambles generated

using one root index can be increased from M = 64 to
(
M
2

)
=(

64
2

)
= 2,016. This reduces the probability of preamble colli-

sion in the random access procedure significantly. In addition,
aggregating Zadoff-Chu sequences facilitates the implementa-
tion of the transmitter and receiver as only minimal upgrade is
required when compared to the conventional transmitter and
receiver in LTE-A. This facilitates the adoption of the proposed



design in future standards. In fact, the transmitter only needs to
average two preamble sequences and the receiver only needs
to handle the detection of two preamble sequences to decode
the aggregated preamble.

B. Transmitter Design

The transmitted signal x is generated as follows. First,
two preamble sequences sla and slb are randomly selected
and aggregated with power scaling coefficients αa and αb,
respectively, to obtain qla,b as in (2). Then, the preamble
pair qla,b is subject to the conventional processing of an
LTE PRACH transmitter as shown in Fig. 2. The required
changes with respect to the conventional PRACH transmitter
are contained in the blue dashed box. Next, a discrete Fourier
transform (DFT) of size Nzc is applied to qla,b to obtain the
frequency domain representation Ql

a,b, which is given by

Ql
a,b[k] =

Nzc−1∑
n=0

qla,b[n] exp

(
−j2πnk

Nzc

)
, 0 ≤ k < Nzc, (3)

where k is the discrete frequency index. Then, we obtain the
transmitted signal in the frequency domain, denoted as X in
Fig. 2, after subcarrier mapping. This step is followed by an
inverse discrete Fourier transform (IDFT) of size (1/∆fRATs),
where ∆fRA is the preamble subcarrier spacing and Ts is the
LTE basic time unit. In LTE-A, ∆fRA = 1.25 kHz and 1/Ts =
30.72 MHz for preamble formats 0 − 3, which results in an
IDFT size of 24,576 [5]. After adding the cyclic prefix, the
time domain transmitted signal x[t] is given by

x[t] = βPRACH

∑Nzc−1

k=0
Ql

a,b[k]

× exp
(
−j2π(k + φ+K(k0 + 0.5))∆fRA(t− TCP)

)
,

0 ≤ t < TCP + TSEQ, (4)

where βPRACH is the PRACH amplitude scaling factor [5]. TCP
and TSEQ are the cyclic prefix length and sequence length,
respectively. φ, K, and k0 are constant PRACH parameters
that are used to map the transmitted signal to the proper
subcarriers based on the preamble format as specified in
[5]. The received signal y[t] at the base station, assuming a
frequency-selective fading channel having impulse response
h[j] with J + 1 taps, is given by

y[t] =
∑J

j=0
h[j]x[t− j] + z[t], 0 ≤ t < TCP + TSEQ, (5)

where z[t] is complex additive white Gaussian noise (AWGN).

C. Receiver Design

Given the received signal y at the base station, the estimates
of the transmitted preamble pairs of different devices can be
obtained by directly correlating the received signal with all
the preamble pairs qla,b, a, b ∈ M. However, this requires
calculating the correlation with all 2,016 possible preamble
pairs. This entails a high complexity and requires many
changes to the conventional PRACH receiver.

Hence, we propose an alternative receiver design as shown
in Fig. 3, which requires only one additional stage compared
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Fig. 2. Transmitter: Preambles sla and slb are scaled by αa and αb,
respectively, and aggregated together. The resulting preamble sequence qia,b
is subject to DFT, subcarrier mapping, IDFT, and cyclic prefix insertion.
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Fig. 3. Receiver: The received signal y is correlated with root sequence sl1 to
obtain time correlation c[n] that is used to estimate the transmitted preambles,
i.e., set se. The preamble pair detection calculates the correlation between the
received signal in the frequency domain and the subset of preamble pairs that
can be generated using the preambles in set se to estimate the transmitted
preamble pairs in set qe.

to the conventional PRACH receiver. This additional stage
is referred to as the preamble pair detection stage, which is
contained in the blue dashed box in Fig. 3. In particular, the
received signal y is subject to cyclic prefix removal, DFT, and
subcarrier demapping. The frequency domain representation
of the received signal, denoted as Y [k], is correlated with the
conjugate of the frequency domain representation of the root
sequence, denoted as Sl

1, of a given root index l ∈ L. The
resulting time correlation c[n] can be expressed as

c[n] =
1

NIDFT

∑NIDFT−1

k=0
Y [k](Sl

1[k])
∗ exp

(
j2πkn

NIDFT

)
,

0 ≤ n < NIDFT, (6)

where NIDFT is IDFT size, and (·)∗ denotes complex con-
jugation. Since the other preamble sequences sl2, . . . , s

l
M are

cyclically shifted versions of sl1, c[n] represents the correlation
with all preambles slm, m ∈ M. The range of n, [0, NIDFT), is
divided into M partitions. Each partition corresponds to one
preamble sequence slm. Let nm denote the set of consecutive
values of n in the partition associated with preamble slm. For
example, n1 = {nst, . . . , nend}, 0≤ nst, nend < NIDFT, denotes
the set of values of n in the partition associated with the
root sequence sl1. Then, n2 can be defined as {(nend + 1)
mod NIDFT, . . . , (n

end +⌊NIDFT/M⌋) mod NIDFT} and so on
for all m ∈ M. The maximum value of c[n] in a given
partition m, i.e., maxn∈nm

c[n], is the correlation between the
received signal and the corresponding preamble slm. Hence,
having an impulse at index n that exceeds a certain threshold
indicates that the corresponding preamble was transmitted.
The signature detection stage determines the set of estimated
transmitted preambles se as follows:

se = {slm | max
n∈nm

c[n] > C, m ∈ M}, (7)



where C is a threshold value that is chosen to meet certain
successful detection requirement. Note that we cannot employ
channel equalization since the channel state information is not
available at the base station as preamble transmission is the
first communication between a device and the base station
before any data transmission or channel estimation takes place.

In Fig. 4, a sample correlation function c[n] is shown for the
case of a single device sending an aggregated preamble with
root index l = 129 to the base station. The receiver needs
to detect both preamble sequences of one preamble pair per
device transmission. In Fig. 4 (a), the received preambles can
easily be identified in the absence of delay, channel noise,
and fading. Hence, se = {s12953 , s12939 } since c[n] has impulses
at values of n that correspond to these two preambles. Fig. 4
(b) shows a case where AWGN and the extended typical urban
(ETU) fading channel [13] may cause false alarms. When the
detection threshold C is equal to 0.06, se = {s12953 , s12939 }.
When C = 0.04, we have se = {s12953 , s12939 , s129a , s129b }, where
s129a and s129b are detected although they were not transmitted
by a device. This can be avoided by tuning the threshold C
to meet certain detection or false alarm criteria.

In case of multiple transmitters, the preamble pair detection
stage determines which preamble sequences belong to a single
aggregated preamble. This stage creates a small subset of
candidate preamble pairs which includes all possible pairs that
can be formed by the preambles in se. The set of estimated
transmitted preamble pairs, denoted as qe, is determined
by calculating the correlation between Y and the frequency
domain representation of each candidate preamble pair Ql

a,b.
This correlation is denoted as ca,b and is given by

ca,b[n] =
1

NIDFT

∑NIDFT−1

k=0
Y [k](Ql

a,b[k])
∗ exp

(
j2πkn

NIDFT

)
,

0 ≤ n < NIDFT. (8)

Note that the number of candidates is much smaller than the
number of all preamble pairs. The preamble pairs that exceed
a correlation threshold C ′, which is calculated based on the
received signal power, are considered to be detected and are
assigned to the following set:

qe = {qla,b | sla, slb ∈ se, ca,b[n] > C ′}. (9)

The proposed transmitter and receiver designs require only
minor changes to the conventional PRACH transmitter and
receiver. This makes the proposed preamble sequence design
a preferable candidate to support mMTC.

IV. PERFORMANCE EVALUATION

In this section, we evaluate the PAPR, the probability of
preamble collision, and the total service time of the proposed
preamble sequence design, as well as the performance of the
proposed receiver in terms of the probabilities of misdetec-
tion and false alarm. Throughout this section, equal power
allocation is assumed where the two aggregated preambles
are scaled equally, i.e., αa = αb =

1√
2

. This choice achieves
an equal probability of detection at the receiver without prior
knowledge of the selected preambles at the transmitter.
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Fig. 4. Sample of correlation function c[n]. (a) In the absence of delay,
noise, and channel fading, the transmitted preambles are detected successfully
without any false alarms. (b) With AWGN and ETU fading channel, the
receiver may detect false alarms (red circles).

A. PAPR Performance

We use the PAPR of the transmitted PRACH signals as a
metric to evaluate the energy consumption of devices. Since
most IoT devices are battery-powered, transmitting a signal
with a high PAPR consumes more energy [14]. The PAPR of
the transmitted signal x[t], denoted as ταa,αb

a,b , is defined as
the ratio between its maximum power value and its average
power, given that the preamble pair qla,b is selected and power
scaling coefficients αa and αb are used.

ταa,αb

a,b = (TCP + TSEQ)

× max{|x[0]|2, . . . , |x[TCP + TSEQ − 1]|2}∑TCP+TSEQ−1
t=0 |x[t]|2

, (10)

where TCP + TSEQ is the length of the transmitted signal x[t].
Our goal is to form a set of preamble pairs for every given

root index l ∈ L, denoted as Λl, that includes the preamble
pairs with PAPR less than a threshold τmax+β. We define τmax
as the maximum PAPR of all preambles slm for all m ∈ M
and l ∈ L. β is the tolerance threshold. Λl can be expressed
as

Λl = {qla,b | 10 log10(τ
αa,αb

a,b ) ≤ τmax + β}, ∀ l ∈ L. (11)

When β is equal to 0 dB, we select only the preamble
pairs whose PAPR does not exceed the maximum PAPR of
conventional LTE preambles. Hence, the number of random
access preambles available with our proposed sequence design
is reduced, which results in a higher probability of preamble
collision. On the other hand, setting β > 0 dB enables Λl

to include preamble pairs whose PAPR is less than τmax + β,
which leads to having more preamble pairs in Λl compared
to the case of β = 0 dB. Hence, β can be used to balance
the PAPR and the probability of preamble collision. When β
is set to ∞ dB, all the 2,016 preamble pairs are considered
without any PAPR constraint.

In Fig. 5, we show the cumulative distribution function of
the PAPR of all the preambles at all Nzc − 1 root sequences
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Fig. 5. The CDF of the PAPR for different values of tolerance threshold β.
As β decreases, we select preamble pairs with lower PAPRs which enhances
the PAPR performance but reduces the number of available preamble pairs.

for preamble format 0 [5], i.e., Nzc = 839. We set τmax to be
7.5 dB and vary the PAPR tolerance threshold β which affects
the number of preambles pairs that satisfy the PARR threshold
criterion. As β decreases, Λl has fewer preamble pairs that can
be used but the maximum and median PAPR decrease which
reduces the energy consumption. The average number of avail-
able preambles per root is equal to 1

Nzc−1

∑
l∈L card(Λl),

where card(·) denotes the cardinality of a set. For example, if
β = 0 and 0.1 dB, the average number of available preambles
per root becomes 1,703 and 1,742 preamble pairs, respectively,
rather than 2,016 when β = ∞ dB.

B. Random Access Performance

We evaluate the random access performance using two
metrics, which are the probability of preamble collision and
the average total service time. The probability of preamble
collision is the ratio between the number of preamble collision
occurrences and the total number of preamble transmissions.
It is a metric that indicates the capability of the proposed
sequence design to support a larger number of devices due to
increasing the number of preambles from 64 to 2,016. We eval-
uate the probability of preamble collision in a simulation setup
with the number of devices D varies from 1,000 to 30,000
devices that arrive according to a uniform arrival process over
a period of 10 sec. Preamble retransmissions are allowed for
up to 10 times. The backoff, RAR message, and contention
window delays are taken into account with values of 20, 5,
48 ms, respectively [15]. Each device has a random access
opportunity to start its random access procedure every 5 ms.
The probability of preamble detection in case of no collision
is equal to (1− 1/ exp(transmission attempt index)) [15]. We
consider the proposed sequence design when β = 0 dB (i.e.,
a subset of only 1,703 preambles is considered to maintain a
PAPR less that τmax = 7.5 dB) and β = ∞ dB (i.e., all 2,016
preambles are considered). We compare the proposed design
with conventional LTE PRACH (i.e., 64 preambles). Fig. 6
shows the simulation results of the probability of preamble
collision. The results show that the proposed sequence design
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Fig. 6. The probability of preamble collision versus D for different preamble
sequence designs with uniform arrival process and retransmissions.

can be used to support mMTC with a probability of preamble
collision of less than 10−4. Furthermore, having a PAPR
threshold to reduce energy consumption, which enables using
fewer preambles per root, does not cause a significant increase
in the collision probability. Hence, β can be adjusted to meet
a certain preamble collision probability criterion.

The second metric is the average total service time. It is
defined as the time taken until all the backlogged IoT devices
successfully transmit a preamble without encountering a
collision. At the first random access opportunity slot, there
are between 1,000 and 30,000 devices that send randomly
selected preambles. If a device encounters a preamble
collision, it will backoff for a uniformly distributed random
number of random access opportunity slots between 1 and
4. The slot corresponds to the period of time that includes
one random access opportunity (e.g., 5 ms). We compare the
performance between our proposed design with β = 0 dB and
β = ∞ dB and the ACB scheme [6] in terms of the average
total service time. In ACB, there are 64 preambles and the
ACB probability of transmission is optimized, i.e. pACB =
min{1,Number of preambles/Number of backlogged devices}
[6]. It is assumed that the base station knows the total number
of backlogged devices in the system. Fig. 7 shows the average
total service time for different number of IoT devices. The
results show that having a larger set of preambles outperforms
using ACB since it can reduce the total service time by up
to 83%. Note that, without ACB, having 64 preambles only
may not be sufficient to serve devices within a finite delay
constraint due to continuous preamble collisions.

C. Aggregated Preamble Detection Performance

We evaluate the proposed receiver design in terms of the
probabilities of misdetection and false alarm. We consider
the case where one IoT device randomly selects a preamble
pair to transmit. All preamble pairs are chosen with equal
probability. The preambles are transmitted over an ETU fading
channel with a Doppler frequency of 70 Hz [13]. A uniform
random delay is considered for the transmitted preamble
signal. Preamble sequences are generated for preamble format



0 5 10 15 20 25 30
Number of Devices D (×1000)

0

200

400

600

800

1000

1200

1400
T
ot
al

S
er
v
ic
e
T
im

e
(S
lo
ts
)

LTE PRACH with ACB
Proposed Design, β = 0 dB
Proposed Design, β = ∞ dB
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0 [5]. Hence, Nzc is equal to 839 and we select Ncs=13, and
thus we have M = 64 Zadoff-Chu preamble sequences. We
vary the received SNR from −12 dB to −6 dB. We compare
between the proposed receiver and the LTE PRACH receiver
(with non-aggregated preamble transmission). We determine
the average probabilities of misdetection and false alarm over
all the 838 different roots.

The probability of misdetection is the ratio between the
number of the transmitted preambles that are not detected
and the total number of transmitted preambles. Results are
shown in Fig. 8 (a). The detection of the aggregated preambles
requires two preambles to be successfully detected while
allocating each half of the transmit power. This causes the
probability of misdetection of the proposed design to be higher
than that of LTE PRACH. If the SNR exceeds −8 dB, then the
probability of misdetection of the proposed receiver is less than
10−3. In Fig. 8 (b), the probability of false alarm is shown. It is
the ratio between the number of detected preambles that were
not actually transmitted (e.g., incorrect detection decisions)
and the total number of transmitted preambles. We note that
the probability of false alarm of the proposed PRACH is
maintained below 10−3 when the SNR exceeds −7 dB. The
performance of the proposed receiver is better at higher SNR.
In small cell deployments, the SNR is expected to be high due
to low propagation loss. Hence, we can adopt this design for
random access in small cell deployments supporting a massive
number of IoT devices to make use of the improvement in the
average total service time.

V. CONCLUSION

In this paper, we proposed a new preamble sequence de-
sign that is based on aggregating two Zadoff-Chu preamble
sequences together to generate a larger set of random access
preambles to support the mMTC use case. We proposed
designs for both the transmitter and receiver that require
minor changes compared to that of the conventional LTE
PRACH designs. The proposed design reduces the probability
of preamble collision to be less than 10−4. Furthermore,
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Fig. 8. (a) The probability of misdetection versus SNR. (b) The probability
of false alarm versus SNR.

we suggested selecting a subset of preambles that meet a
certain PAPR threshold criterion to reduce energy consumption
of battery-powered IoT devices. Simulation results showed
that our proposed receiver can achieve low probabilities of
misdetection and false alarm at sufficiently high SNR (e.g.,
SNR ≥ −7 dB). For future work, we will pair preamble
sequences from different roots and study preamble sequence
planning in multi-cell scenarios.
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